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nology to carry out their d a ily  business, 
the State L ib rary  of T asm an ia  has put 
con s id e rab le  thought and effort into 
how  to avoid the Y2K  prob lem . O v e r  a 
period of time, the State Library has un
dertaken a num ber of measures to en 
sure a smooth transition at the turn of 
the m illenn ium .

The State L ib rary  iden tified  three 
main areas of concern :

• hardw are used in libraries;
• lib ra ry  systems operating  so ftw are ; 

and
• adm in istra tive  so ftw are and hard 

w are

The State Lib rary 's  L ib rary systems 
support unit has introduced a strategic

program  o f g rad u a lly  rep lac ing  o u t
dated PC  h ardw are  w ith  n ew  e q u ip 
ment w h ich  is Y2K-com pliant.

The current lib rary systems operat
ing software, D yn ix , is guaranteed by 
the supplier as being ab le to cope w ith  
the m illenn iu m  bug prob lem . At 
present the State L ib rary  is going 
through the process of tendering for re
p lacem en t so ftw are. It is an tic ipated  
that the n ew  systems so ftw are w ill 
com e into operation  w ith in  the next 
tw e lve  months. O n e  of the most im por
tant criteria listed in the software speci
fications is that the new  software pack 
age must be Y2K-com pliant.

The State L ib rary of Tasm an ia  is a 
d iv is io n  of the D epartm ent o f Ed u ca 

tion, C o m m u n ity  and C u ltu ra l D e v e l
opm ent (D E C C D ). The D E C C D  has its 
ow n  In form ational T ech n o lo g y  B ranch  
w h ich  provides departm ent w id e  so lu 
tions to in fo rm ation  te ch n o lo g y  c h a l
lenges and is responsib le for in fo rm a
tion te ch n o lo g y  in frastructure for the 
entire Departm ent. O n e  of the Branch 's 
p ro ject teams has been w ork ing  on the 
Y2K  problem  for some time, w ith  a spe
c if ic  focus on adm in istra tive  so ftw are 
and equ ipm ent.

The State Library is confident that it 
has d o ne  eve ry th in g  that can  reason 
ab ly  be expected  in the w a y  of p repa
ration for the so-ca lled  'm ille n n iu m  
bug'.

C a th y  D o e , S ta te  L ib ra ry  o f  Tasm ania

For whom the bell tolls
B r e n d a n  S c o t t ,  G ilb e r t  & T o b in

im e: W ednesday 19 January 2000. Place: 
X Holdings —  a major repository of bib lio
graphic and holdings data w ithin Australia. 

Most of the library systems have had relatively low 
activity over the Christmas period, but university li
brary systems are beginning to generate more traffic. 
Since Tuesday morning, the X help desk has been re
ceiving queries about interm ittent, but spurious, 
search results and has been trying to track down the 
problem. X calls on its IT suppliers for maintenance 
troubleshooting.

Over the following days, the IT supplier discov
ers the source of the problem —  the data has been 
corrupted, probably by errors in the backup/restore 
process. It appears that the corruption has resulted 
from the interaction of the IT supplier's system, X's 
operating system and the interface used by a number 
of smaller libraries.

The problem is relatively easy to solve —  to restore 
the integrity of the database involves rolling back a 
number of weeks and reloading data. It is mid-Febru
ary before the database has been restored. X has been 
facing fierce competition from overseas institutions 
and, as a result of the problems, one major client 
switches allegiances. Further, X becomes the subject of 
adverse parliamentary and media comment. It takes 
many months of crisis management at a public relations 
level to resolve the problem.

What this scenario attempts to illustrate is that 
the library community relies on mutual co-operation 
to operate and there is a broad spread of potential 
defendants in the event something goes wrong. X 
may have actions against a number of possible de
fendants —  including the small libraries w ith the 
non-compliant interface, the IT supplier, the IT sup
pliers to the small libraries, the operating system

suppliers, and any consultants who have told any of 
those parties that the system w ill be Y2K compliant.

Further, there may be questions raised about the 
management of X. For example, given the amount of 
publicity surrounding the Y2K problem, they cannot 
claim that they were unaware of a problem. If X is a 
public body, it may therefore have failed to dis
charge its obligations under its governing legislation. 
Alternatively, if X is a private company the directors 
may be in breach of their duty to act in the best in
terests of the company. In both cases, X's officers at 
a management level may be exposed to both civil 
and criminal sanctions.

If this is not enough, X will also face the realisation 
that even if it has good claims against one or more de
fendants, recovering that money will involve large, 
technically difficult and, hence, costly litigation. Fur
ther, some of the relevant parties may be resident out
side of Australia. Some jurisdictions are considering 
passing legislation limiting companies' liability for Y2K 
problems (for example, the United States).

One aspect of the Y2K problem which sets it 
apart from most other legal problems, is that the 
problem, and its likely time of occurrence, are 
known. The most logical process now therefore is to 
develop and implement a risk management strategy 
to anticipate the risk. Such a strategy should not only 
seek to prevent the occurrence of problems, but also 
set in place a means of managing the risk should it 
eventuate.

It remains to be seen whether the Y2K problem 
will cause a major or minor disruption to business. 
W hat we do know is that the risk exists. W e  also 
know that, to a court, to remain ignorant of it w ill 
seem more like negligence than bliss. ■
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