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Discovery: obligation and process 

Pursuant to the Uniform Civil Procedure Rules 1999 (Qld) (UCPR), 3  a party to a civil 
proceeding in a Queensland court is obliged to disclose to each other party each document in 
the party’s possession or control that is directly relevant to an allegation in issue in the 
pleadings. This process is performed after the exchange of pleadings.4  As part of the process 
each party is required to complete the prescribed Form 19 5  and the list should contain 
descriptions of the documentation to be disclosed.  Upon receipt and consideration of the list, 
the other side/s will then nominate what they require.  Documents may be disclosed either by 
delivering copies or by production:6 

o inspection – by having the material available for inspection at an agreed time and 
venue if it is inconvenient for the disclosing party to deliver the documents to the 
other side due to its size, volume, or quantity;7 or 

o production – by providing the material and any necessary mechanical or computer 
devices for inspection and duplication by the other side.8 

Parties are obliged to comply with the duty until the proceeding concludes9 and so will need 
to repeat the process for any new material that may surface before then. 
 
If there is a real possibility that a person might destroy documents or other evidence, a 
plaintiff may apply to the court without notice to the other person for a search order.10  Such 
an order may direct the person to permit premises to be entered and searched and things to be 
seized.11 
 
The UCPR do not refer specifically to electronic documents.  Under the Acts Interpretation 
Act 1954 (Qld) “document” includes: 

(a) any paper or other material on which there is writing; and 

                                                 
1  Paper delivered as part of the Queensland/Chinese courts seminar, May 2009.  This has been amended to 

reflect recent changes to the Federal Court Practice Directions. 
2  Judge of the Supreme Court of Queensland.  The author acknowledges the invaluable assistance of his 

Associate, Ms Jill H-Y Chang Chien in the preparation of this paper. 
3  Available at http://www.legislation.qld.gov.au/LEGISLTN/CURRENT/S/SuprCrtQUCPRu99.pdf. 
4 Uniform Civil Procedure Rules 1999 (Qld), rule 214. 
5 http://www.courts.qld.gov.au/PracticeDirections/Supreme/UCPR-f-19V2-070614.doc 
6  Uniform Civil Procedure Rules 1999 (Qld), rule 210. 
7 Uniform Civil Procedure Rules 1999 (Qld), rule 216. 
8 Uniform Civil Procedure Rules 1999 (Qld), rule 217. 
9 Uniform Civil Procedure Rules 1999 (Qld), rule 211 (2). 
10 Uniform Civil Procedure Rules 1999 (Qld), rule 261A. 
11  Uniform Civil Procedure Rules 1999 (Qld), rule 261D. 
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(b) any paper or other material on which there are marks, figures, symbols or 
perforations having a meaning for a person qualified to interpret them; and 

(c) any disc, tape or other article or any material from which sounds, images, writings or 
messages are capable of being produced or reproduced (with or without the aid of 
another article or device).12 

Therefore, electronically stored material such as emails, spreadsheets and audio recordings 
stored on a computer device are documents under sub-section (c) and are governed by the 
disclosure rules in the UCPR.  
 
Although the Rules do not distinguish between paper and electronic material, it is possible for 
parties to disclose such material either by converting the electronic files into a tangible object, 
such as printing out emails or spreadsheets.  This is probably the normal practice for most 
firms for various reasons (for example the availability of or access to technology, habitual 
work procedures or simply one’s confidence in working with electronic resources). But it has 
been pointed out to be a waste of time and money.13 
 
It is also worth noting that the UCPR do not limit the means by which material can be 
exchanged and so would potentially allow parties to exchange information through the use of 
computer equipment (for example by copying the files to compact discs or portable disk 
drives).14   In circumstances where a large volume of material is involved, consideration 
should be given to the Supreme Court of Queensland Practice Direction No. 8 of 200415 
(Appendix 1).  It facilitates the use of a “document management protocol” that is designed to 
streamline the process of disclosure and discovery by creating a standardised categorisation of 
relevant documents.  Confusion can be created by a lack of consistent approach; for example 
if each side adopts a slightly different term for the same type of document: “fax” and 
“facsimile”. 
 
Other guidelines are also available to assist parties in developing a protocol suitable for their 
particular matter.  A sample protocol can be found in the Supreme Court of Queensland 
Practice Direction No. 8B of 200416 (Appendix 2).  Appendix 3 is the Supreme Court of 
Queensland Practice Direction No. 8C of 2004,17 a guideline how on to complete Form 19. 
 
A similar obligation exists for parties in proceedings in the Federal Court of Australia.  
Formal procedures regarding disclosure and discovery can be found under Order 15 of the 
Federal Court Rules.  Unless ordered otherwise by a Judge, parties are obliged to give 
discovery.18  Again, the term “documents” would also consist of “any other material data or 
information stored or recorded by mechanical or electronic means”.19 
 
On 25 September 2009 the Federal Court of Australia Practice Note CM620 was released by 
Chief Justice Black of the Federal Court of Australia.  It relates to “the use of technology in 
the management of documents and conduct of the proceeding” (see Appendix 4).  
Supplementary material, including a sample protocol and checklists, has also been released to 
assist practitioners.  These complement the existing disclosure obligations mentioned 

                                                 
12  Acts Interpretation Act 1954 (Qld), s 36. 
13 Federal Court of Australia Practice Note CM6 (September 2009), at paragraph 5. 
14 See for example Uniform Civil Procedure Rules 1999 (Qld), sub-rules 217 (3) and (5). 
15 http://www.courts.qld.gov.au/PracticeDirections/Supreme/SC-PD-8of2004.pdf 
16 http://www.courts.qld.gov.au/PracticeDirections/Supreme/SC-PD-8Bof2004.pdf 
17 http://www.courts.qld.gov.au/PracticeDirections/Supreme/SC-PD-8Cof2004.pdf 
18 Federal Court Rules, Order 15 Rule 2. 
19 Federal Court Rules, Order 1 Rule 4. 
20 http://www.fedcourt.gov.au/how/practice_notes_cm6.html 
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previously.  It should be noted that the application of the Practice Note is at the Federal 
Court’s discretion, allowing for some flexibility. 
 
The default document management protocol provided by the Court is to be used in matters 
involving 200 to 5000 discoverable electronic documents.21  Parties in a more complicated 
matter (with 5000 or more discoverable documents) may wish to devise their own protocol 
with reference to the Advanced Document Management Protocol.22  Once the protocol is in 
place, each party must conduct disclosure and discovery accordingly.  A pre-trial checklist23 
has also been provided for matters that actually proceed to trial. The effectiveness of these 
new practices remains to be assessed. 

Arguments for and against e-discovery 

The advantages of performing discovery electronically may include, and not limited to: 
preventing excessive photocopying and wastage of time and other resources; allowing easier 
access for everyone involved by minimising logistical difficulties; and reducing litigation 
costs in general.  On the other hand, possible disadvantages may include: arguments of 
invading personal privacy (for example, exposing internal communication between employees 
through the course of litigation); and difficulties associated with the storage and backing up of 
data (costs for prolonged preservation/retention of material). 

Proof of computer-based documents 

In civil trials it is often necessary to prove the truth of the contents a document.  In 
Queensland as in all common-law countries, the basic rule of proof requires a witness to 
testify, either orally or in writing, that what is stated in the document is true.  Many years ago 
Parliament created statutory exceptions to the hearsay rule to make it easier to prove the 
contents of documents.  Those exceptions deal with books of account24 (which are widely 
defined) and in some circumstances, statements on any subject in documents. 25   These 
exceptions apply to computer-based documents in the same way that they apply to paper 
documents.  That result has been achieved by defining “document” in the Evidence Act to 
include any disk, tape, sound track or other device in which sounds or other data are 
embodied.26 
 
Special provision has also been made for the admission into evidence of statements contained 
in a document produced by a computer.27  All the following conditions have to be satisfied 
before this can be achieved: 

• the document must have been produced by the computer during a period over which 
the computer was used regularly to stall or process information for the purposes of any 
activities regularly carried on over that period, whether for profit or not, by any person; 
and 

• information of the kind contained in the statement must have been regularly supplied 
to the computer over that period; and 

                                                 
21 http://www.fedcourt.gov.au/how/practice_notes_cm6_defaultDMP.html 
22 http://www.fedcourt.gov.au/how/practice_notes_cm6_advancedDMP.html 
23 http://www.fedcourt.gov.au/how/practice_notes_cm6_pre_trial_checklist.html 
24  Evidence Act 1977 (Qld), ss 83 – 91. 
25  Evidence Act 1977 (Qld), s 92. 
26   Evidence Act 1977 (Qld), schedule 3. 
27  Evidence Act 1977 (Qld), s 95. 
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• computer must have been operating properly throughout the relevant part of the period 
or if not, must have had no problem which would have affected the accuracy of the 
document; and 

• the information contained in the statement must reproduce or be derived from 
information supplied to the computer in the ordinary course of its activities.28 

Where multiple computers were used to store information, they can be treated as one 
computer for the purposes of this section.29 
 
In practice there is very seldom any dispute about proving the contents of a computer.  
Occasionally there may be a dispute about the authenticity or date of a document on a 
computer.  In such cases the computer and the disk or hard drive containing the document 
may be subjected to detailed analysis by a forensic computer specialist.  Evidence may be 
given of a document’s meta-data or of documents which have been deleted but not properly 
wiped from the disk.  If the computer in question was on a network, deleted documents may 
be found in backup copies made by the network server. 

Future trends 

Not only civil matters, but also criminal too, would benefit with increased use of technology.  
Electronic trials seem to be another closely associated concept that is likely to gain 
momentum in the near future.  This was excellently illustrated by a recent criminal trial in the 
Supreme Court of Queensland for conspiracy charges relating to tax evasion.  Much time and 
costs were saved as the evidence was readily available for viewing by clicking a few buttons.  
The jury was also spared from having to carry voluminous bundles of paper to and from the 
court room.  A similar trial may also take place in the Supreme Court of Queensland later in 
the year.  It is foreseeable that in the near future, the use of computer technology would 
greatly assist matters in both the civil and criminal jurisdictions. 

                                                 
28 Evidence Act 1977 (Qld), s 95 (2). 
29 Evidence Act 1977 (Qld), s 95 (3). 
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APPENDIX 1 
 
 
 

PRACTICE DIRECTION NUMBER 8 OF 2004 
 

SUPREME COURT OF QUEENSLAND 
 

 
Electronic management of documents 

 
 
 
Introduction 
 
The Court aims to streamline the management of disclosed documents. 
 
It does this by: 
 

• encouraging the adoption of document protocols from the institution of proceedings; 
• encouraging the use of information technology to manage documents for disclosure, for 

interlocutory and directions hearings, and at trial. 
 
Why do we need document protocols? 
Document protocols are designed to ensure parties classify documents consistently.  
 
Protocols are of benefit in both paper based and electronic trials because they require predictable, 
consistent terminology to describe evidence.  This avoids the problem of multiple descriptions of the 
same concept (eg fax, facsimile, fax cover sheet or facsimile transmission report). 
 
Consistent use of agreed classification fields from the earliest possible stage should minimize the cost 
of managing both hard copy and electronic documents in both small and large cases.   
 
How is a document protocol established? 

• Form 19 (as amended) effectively provides a “default” protocol for use in all cases. 
• To the extent that Form 19 does not provide enough descriptive guidance, eg. where there are 

a large number of documents to be disclosed, the parties are encouraged to agree upon a more 
detailed protocol between themselves. 

• The parties may seek a consent order from the Court in relation to an agreed protocol. 
• Either party may seek directions from the Court in relation to the establishment of a protocol; 

however, before seeking a direction, the parties should make all reasonable efforts to reach 
agreement. 

 
At what stage in proceedings should a protocol be established? 
Parties should seek to agree a protocol for describing and exchanging documents as soon as possible 
after proceedings have been instituted and in any case before disclosure is commenced. 
 
Content of a document protocol (See Appendix)  
 
Who classifies documents for the purpose of a protocol? 
The descriptive fields contained in a protocol are referred to as “objective” fields because you do not 
need legal training to apply them to a document.  They do not require an awareness of the facts of the 
case, the issues in dispute or an understanding of legal process. 
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Objective fields can be determined by a non-legally trained person, merely by reading the document. 
 
Electronic trials 
 
Parties should consider the use of technology if it is likely that the number of documents to be 
disclosed will exceed 500. 
 
If parties have disclosed documents by electronic reference in accordance with a document protocol, 
they should consider making submissions to the court regarding the use of technology at the hearing 
including submissions about:   
 
(a) hardware, software and other infrastructure,   
(b) supporting courtroom technology support or imaging services,  
(c) cost allocation arrangements between the parties, the court and any third party service providers.  
 
Subject to competing demands and within limited budgetary constraints, the Court will endeavour to 
provide resources to assist with the conduct of a trial using electronic document management.  These 
resources may change on a case by case basis depending upon availability and other criteria, however 
as a guideline, the following may be available: 
 

• file server and operating system software 
• dedicated, permanent internet connectivity  
• routers, firewalls, network switches  and virus protection software 
• disk capacity (this may fluctuate considerably depending on availability)  
• network cabling 
• flat screen or traditional monitors  
• desktop computers running recent versions of Microsoft desktop applications  
• evidence display facilities, and 
• real time transcribing services   

  
The parties will need to provide: 
 

• any required equipment which cannot be provided by the court, and 
• courtroom technology support services or imaging services.    

 
The parties should try to agree as to how services of this nature are to be provided to support an 
electronic trial.  The court may also provide assistance with this in suitable cases.  Further information 
is available from the courts’ web site (www.courts.qld.gov.au).  
 
Group email 
 
Trial preparation may be facilitated by group email, with the List Manager 
(CivilListManager@justice.qld.gov.au) and possibly the Trial Judge’s Associate as participants. 
 
Samples of protocols used may be viewed on the Courts’ website. 

 
 (Paul de Jersey) 
 Chief Justice 
 13 July 2004 
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Appendix 

Contents of a document protocol  

In conjunction with this published protocol, the Rules Committee has altered Form 19 of the Uniform 
Civil Procedure Rules. 

The Form 19 changes establish a “default” document protocol which will automatically apply to both 
electronic and paper based cases, unless a more detailed protocol has been agreed by the parties, or 
imposed by the court, to suit the particular needs of a case.   

For example, in cases involving large volumes of documents, or where an electronic trial is proposed, 
the classifications contained in Form 19 may not provide the descriptive framework necessary to 
support the effective exchange and management of documents.  

A protocol adapted to the needs of a particular case should: 

• list the fields to be used to describe each disclosed document in addition to those fields 
required under Form 19 (some sample fields are mentioned in the table below); 

• focus particularly on the Document ID and Document Type fields (refer table below) ; 
• where documents are to be imaged, identify the resolution, compression type and format to be 

used, whether images are to be reduced to A4 size (if the original is larger), whether they are 
to be prepared in colour or black and white (eg for colour photographs); 
(the courts recommend single page TIFF files using a resolution between 150 and 300 dpi and 
CCIT G4 Compression and that a corresponding multi page PDF file should be used for every 
document) 

• identify how image files and directories are to be named and structured; 
• indicate how disclosure lists and images (if any) are to be exchanged or offered for inspection 

(eg hard copy, CDRom, disk, email, images, photocopies etc); 
• identify the format or structure for the exchange of lists and images if they are to be produced:  

eg., hard copy, word processing format, spreadsheet format, pre defined database structure 
designed for import to a litigation support package, ASCII delimited etc; 

• identify any other issues associated with the use of technology at the trial. 
 
The Court may also require that the parties provide data to the Court in a particular structure for the 
purposes of an electronic trial. 
 
Descriptive Fields  
The table below is based on the position implemented in other jurisdictions.  It contains descriptive 
fields which could be used over and above those required under Form 19.       
 
Fields may be selected from this table to suit the needs of any particular case.  The agreed list of fields 
forms part of the “Document Protocol”.  
 
Field Data type and 

length of field 
Notes 

Document ID 
 
 

Text  
 
(could be up to 16 
characters long)  
 

Each document should be uniquely identified preferably 
using the following methodology.  
 
AAA.xxx.yyy.zzzz where:  
 
AAA represents the party from whom the document was 
sourced 
xxx refers to an archive box number (optional) 
yyy refers to the folder number, and  
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Field Data type and 
length of field 

Notes 

zzz refers to the page numbers within the folder (blank filled 
to make 4 or  5 characters depending on the needs of the 
case eg. page 37 could be 0037 or 00037) 
 
Pages inserted at a later date may receive a suffix, eg., if two 
consecutive pages are numbered XXX.001.001.0002 and 
XXX.001.001.0003, a newly inserted page between the two 
would be numbered XXX.001.001.0002_A. 
 
Each page should be numbered if possible, in the bottom 
right-hand corner without obscuring text.  If this is not 
possible an additional field could be used to record the 
number of pages in a document.  
 
Attachments to documents should be separately numbered, 
usually sequentially following the host document.  For 
example, a host document numbered XXX.001.001.0001 
would have attachments numbered XXX.001.001.0002, 
XXX.001.001.0003 and XXX.001.001.0004. 
  

Some image file names may be restricted to a maximum of 8 characters.  
This may affect the Document ID structure if documents are to be 
imaged and image files are to be named identically to the Document ID. 
 

Attachments 
 

Number  
 

Number of attachments to the document.   
 

Host  
Document 
Number 
 

Text  
 

Contains Document ID of the host document.   This is held 
only for attachment documents.   
 

Document  
Group 
 

Text, 3  
 

HWA: Host with attachment 
HNA:  Host no attachment 
ATT:  Attachment 
 

Date 
 

Date, 10, or Text, 
25 (to be agreed). 
 

Date structure should be:-  DD/MM/YYYY eg. 05/03/2002 
 
If a date range is to be used (eg., for a bundle of document), 
two date fields may be used, eg. “Date From” and “Date 
To”, or “various”.   
 
If there is no way of ascertaining the document date, the 
parties may agree upon a convention, eg., “Undated”, or 
00/00/0000, however, some databases may not recognize 
these codes.   
 
Documents with only a month and year should be entered as 
first day of the month and an entry should be made in the 
next Estimated Date field. 
 
Documents with the day and month but no year should be 
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Field Data type and 
length of field 

Notes 

considered undated.  
 

Estimated  
Date 
 

Text, 3.  (Yes or 
No) 
 

This will be blank if the exact date is clear from the face of 
the document.   It will be “Yes” if the actual date is not 
apparent from a face reading.    

 
Document  
Type 
 

Text, 254. 
 

Parties should agree a list of document types prior to 
disclosure (eg.: letter, memorandum, file note.. ). 
 

Document 
Title 

Text, 254 or as 
appropriate 

Title of document, eg. “report on technology”. 

Privilege 
 

Text, 6. 
 

This identifies whether a claim of privilege is made over the 
document. The permissible entries in this field are "Yes", 
"No", and "Part".  If this field is completed with "Yes", or 
"Part", the following “basis of privilege” field must also be 
completed. 
 

Privilege  
Basis 
 

Text, 50 (or 
combination of text 
and numbers). 
 

Privilege category.   
 

Status 
 

Text, 10. 
 

“Copy” or “Original”. 
 

Author 
 

Text, 254 or as 
appropriate. 
 

Person or persons who wrote the document based on a face 
reading of the document:  last name, first initial only, eg. 
“Smith B”. 
 
It is important to ensure names are not recorded in different 
ways, eg., “Smith, A” may be Anthony Smith or Tony Smith 
- this person should not be recorded as “Smith, T”. 
 

Author  
Organization 

Text, 254 or as 
appropriate. 
 

Organization sending the document based on a face reading 
of the document.   Parties should agree spelling or 
abbreviations for common organizations, eg. ABC Pty Ltd. 
 

Addressee Text, 254 or as 
appropriate. 
 

Person/s to whom the document is addressed or copied 
based on a face reading of the document.   Usually this is in 
the format, last name first initial, eg. “Smith B”.   
Where a field contains multiple entries, eg, many recipient 
persons or organizations, authors or parties, a “separator” 
character should be agreed between the parties.  It is 
generally recommended that “/” be used, rather than a 
comma ”,”. 
 

Addressee  
Organization 
 

Text, 254 or as 
appropriate. 
 

Organization/s receiving the document.  Parties should agree 
on spelling or abbreviations for common organizations.   
Where a field contains multiple entries, eg, many recipient 
persons or organizations, authors or parties, a “separator” 
character should be agreed between the parties.  It is 
generally recommended that “/” be used, rather than a 
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Field Data type and 
length of field 

Notes 

comma ”,”. 
 

Parties 
 

Text, 254 or as 
appropriate. 
 

The parties to an agreement or other legal document (not 
correspondence).   

Source 
 

Text, 20 or as 
appropriate. 
 

The party from whom  documents were obtained (where 
documents are obtained from someone other than the party 
making discovery eg. through a subpoena). 
 

Non-Paper  
Record 
 

Text, 3.  
 

This field is “Yes” if the evidence is not a document, e.g. 
video or audio tapes, floppy disks, computer tapes and other 
objects.  
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APPENDIX 4 
 

Practice Notes issued by the Chief Justice    

CM6 – Electronic Technology in Lititation  

1.       Introduction  

1.1     Unless the Court otherwise orders, this Practice Note applies to any 
proceeding in which the Court has ordered that:  

(a)     discovery be given of documents in an electronic format; or   
(b)     a hearing be conducted using documents in an electronic format.  

1.2     It may be expected that an order of the nature mentioned in paragraph 1.1 
will be made in any proceeding in which:   

(a)     a significant number (in most cases, 200 or more) of the documents 
relevant to the proceeding have been created or are stored in an electronic 
format; and   
(b)     the use of technology in the management of documents and conduct 
of the proceeding will help facilitate the quick, inexpensive and efficient 
resolution of the matter.   

1.3     Existing Court rules and Practice Notes governing discovery and other 
litigation processes continue to apply unless the Court or a Judge otherwise 
orders.    

1.4     Technical expressions used in this Practice Note and Related Materials are 
defined in the Glossary.   

1.5     This Practice Note and the Related Materials mentioned in paragraph 11.1 
below are available from the Court’s web site at http://www.fedcourt.gov.au .   

2.       Purpose  

2.1     The purpose of this Practice Note and Related Materials is to encourage 
and facilitate the effective use of technology in proceedings before the Court by:  

(a)     setting out the Court’s expectations of how technology should be 
used in the conduct of proceedings before it; and   
(b)     recommending a framework for the management of documents 
electronically in the discovery process and the conduct of trials.  

3.       Principles  

3.1     This Practice Note is to be applied in a manner that gives effect to the 
overarching purpose of the Federal Court’s Individual Docket System, which 
is:  the just resolution of disputes as quickly, inexpensively and efficiently as 
possible.  

3.2     The Court expects the parties and their representatives to cooperate with 
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and assist the Court in fulfilling the overarching purpose and, in particular, in 
identifying documents relevant to the dispute as early as possible and dealing 
with those documents in the most efficient way practicable.  
   
4.      Application of these Principles  

4.1     The Court expects the parties to a proceeding and their legal 
representatives to consider, at as early a stage in the proceeding as practicable, 
the use of technology in the management of documents and conduct of the 
proceeding. In particular, it is expected that consideration will be given to the 
use of technology for:  

(a)     creating lists of discoverable documents;  
(b)     giving discovery by exchanging electronically stored information;  
(c)     inspecting discovered documents and other material;  
(d)     lodging documents with the Court;  
(e)     delivering Court documents to, and otherwise communicating with, 
each  party; and  
(f)      presenting documents and other material to the Court during a trial. 

5.       Efficient Document Management  

5.1     This Practice Note and the Related Materials are based upon the following 
observations concerning efficient document management:  

(a)     Electronic documents, including email, form an increasing 
proportion of Documents in proceedings before the Court.  
(b)     Electronic documents must be managed efficiently to minimise the 
cost of discovery and the cost of the trial.   
(c)     Printing electronic documents for the purpose of discovery will 
generally be a waste of time and money.  
(d)     Photocopying paper documents multiple times for the purpose of 
discovery will generally be a waste of time and money.  
(e)     Wherever possible, parties should exchange documents in a usable, 
searchable format or in the format in which the documents are ordinarily 
maintained. The exchange format should allow the party receiving the 
documents the same ability to access, search, review and display the 
documents as the party producing the documents.  
(f)      Lawyers should endeavour to use technology to ensure that 
document management is undertaken efficiently and effectively.  
(g)     Parties should plan for appropriate discovery as early as possible in 
the proceedings.  

6.       Discovery plans  

6.1     Before the Court makes an order that discovery be given using documents 
in an electronic format, it will expect the parties to have discussed and agreed 
upon a practical and cost-effective discovery plan having regard to the issues in 
dispute and the likely number, nature and significance of the documents that 
might be discoverable in relation to them.  
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7.       Document management  

7.1     The Court expects the parties to meet and confer for the purpose of 
reaching an agreement about the protocols to be used for the electronic 
exchange of documents and other issues relating to efficient document 
management in a proceeding.  

7.2     The Court may require the parties to address these issues at a directions 
hearing or a case management conference.  

7.3     A checklist identifying issues that the parties are expected to consider is 
included in the Related Materials.   
   
8.      Document Management Protocols   

8.1     The Default Document Management Protocol is to be used in all 
proceedings to which this Practice Note applies and in which the number of 
Discoverable Documents is reasonably anticipated to be between 200 and 5,000, 
unless an alternative Document Management Protocol is agreed by the parties 
and accepted by the Court.  

8.2     Where the number of Discoverable Documents is reasonably anticipated 
to exceed 5,000 Documents, the parties should agree to an Advanced Document 
Management Protocol in consultation with the Court.   

8.3     An example of an Advanced Document Management Protocol is included 
in the Related Materials.    
   
9.      Use of technology in a hearing  

9.1     In a proceeding to which this Practice Note applies, the Court will expect 
the parties to use technology efficiently and effectively in preparation for, and in 
the conduct of, the trial.   

9.2     A checklist identifying issues that the parties are expected to consider is 
included in the Related Materials.   
  
10.     eRegistrars  

10.1   In each registry one or more registrars have been nominated to provide 
advice and assistance in relation to the implementation of the Practice Note. 
These registrars are referred to as ‘eRegistrars’. Lawyers or parties requiring 
information or assistance about the application of the Practice Note or the use of 
technology in litigation in the Court are encouraged to contact an eRegistrar. 
Contact details for the eRegistrars can be found at http://www.fedcourt.gov.au.   
  
11.     Related materials  

11.1   The following Related Materials are released with this Practice Note:  

(a)     Pre-Discovery Conference Checklist  
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(b)     Default Document Management Protocol   
(c)     An example of an Advanced Document Management Protocol 
(d)     Pre-Trial Checklist.   

11.2   The Related Materials will be reviewed and updated by the Court from 
time to time in light of feedback from interested parties and changes in 
technology.    
 

M E J BLACK  
Chief Justice  
25 September 2009 

 

 

 

 


