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Justice of the European Union (CJEU) 

actively consent to cookies under 
the European Union General Data 
Protection Regulation (GDPR).1

are catching up with the EU, and 
in Australia, the recommendations 
of the Australian Competition and 
Consumer Commission’s (ACCC) 
Digital Platform Inquiry – which 

protections for consumers within 

developments, now is the time for 
companies to start looking closely 
at their cookie usage, consent and 
related internal policies.

In Bundesverband der 
Verbraucherzentralen und 
Verbraucherverbände - 
Verbraucherzentrale Bundesverband 
e.V. v Planet49 GmbH (Planet49 
case), 
gaming company collecting data 
for a promotional online lottery 

Participants were required to 

refuse consent to Planet49 storing 
cookies on the participant’s device. 
Planet49 also transferred the 
personal information of participants 
to its third party partners and 
sponsors. 
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multiple European Governments and 
the opinion of the Advocate General, 

must deselect to refuse his or 
her consent does not constitute 
the requisite consent to collect 
personal information;

whether the information stored 

of personal data in the GDPR; and 

• a service provider must give a 

regarding cookies, including 
the purpose, the duration and 
whether or not third parties have 
access to those cookies. 

In an Australian context, Planet49’s 
cookie approach would meet the 
requirements of the Privacy Act as 
it currently stands. In contrast to 

Australian regulation allows for 
2 

While the Australian Privacy 
Principles (APPs) require consent 

3

trend towards actual consent 

Australian position will change. 

The ACCC Digital Platforms Inquiry 
Final Report was released on 26 
July 2019, and recommended a 

consumers within the Privacy Act.4 
These recommendations were aimed 

consent requirements, and would 

their European counterpart. The 
Australian Government has indicated 
it supports many of these measures 
and will conduct a consultation 
period this year.5

The GDPR requires companies to 

processing of an individual’s personal 
data.6 Additionally, the consent must 

regulation strictly precludes ‘silence, 

constituting valid consent.7 

Privacy Act (CCPA), which 
commenced on 1 January 2020, takes 
the GDPR one step further, allowing 

• demand companies to disclose 
within 45 days what information 
is collected;

• request a copy of that 
information; 

• see a list of all third parties the 
data was shared with; and 

• demand that their personal 
8 

1 Bundesverband der Verbraucherzentralen und Verbraucherverbände - Verbraucherzentrale Bundesverband e.V. v Planet49 GmbH (C-673/17) [2019] ECR. See 
link here.

2 Privacy Act 1988 (Cth) s 6(1). 

3 Office of the Australian Information Commissioner, ‘Chapter B: Key concepts’ (Australian Privacy Principles guidelines, July 2019) pt B.35, B:40. See link here.

4 Australian Competition and Consumer Commission, ‘Digital Platforms Inquiry - Final Report’ (ACCC Report, July 2019).

5 Australian Government, ‘Regulating in the digital age: Government Response and Implementation Roadmap for the Digital Platforms Inquiry’ (Government 
Response, December 2019) See https://treasury.gov.au/publication/p2019-41708.

6 EU GDPR Article 2(h) of Directive 95/46.

7 EU GDPR Recital 32.

8 California Consumer Privacy Act of 2018 [1798.100 – 1798.199].
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The third party cookie aspect of the 

eradicating such third party cookies 
(see, for example, this announcement 

Chrome engineering at Google), 
however the privacy laws apply 

cookies.

Next steps

In light of the Planet49 case and 
the fast pace of law reform in this 

review their use and consents for 

cookies, in particular those cookies 
that store personal information (or 

to create personal information), 

given and require direct consent to 

We recommended that companies 

1. Conduct an audit of how the 
company places and uses cookies.

2. Assess whether the collected 

parties, and if this is clearly and 

users.

3. Assess whether the data they 
collect rises to the level of ‘personal 
information’, and if so, whether it 

current company practices.
4. Assess whether they need to 

• who might have access to the 
personal information;

• how long they will have access 
for; and 

• the purpose of collecting such 
information. 
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